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ภาคผนวก
ภาคผนวก ก

ตัวอย่างการกำหนดความสัมพันธ์ระหว่างชื่อผู้ใช้และบทบาทแบบ Rule-Based

<table>
<thead>
<tr>
<th>Rule</th>
<th>User</th>
<th>Role</th>
</tr>
</thead>
<tbody>
<tr>
<td>Rule.1</td>
<td>User1</td>
<td>Operator1</td>
</tr>
<tr>
<td>Rule.2</td>
<td>User2</td>
<td>Operator2</td>
</tr>
<tr>
<td>Rule.3</td>
<td>User3</td>
<td>Operator3</td>
</tr>
<tr>
<td>Rule.4</td>
<td>User4</td>
<td>Administrator</td>
</tr>
<tr>
<td>Rule.5</td>
<td>User5</td>
<td>Auditor</td>
</tr>
<tr>
<td>Rule.6</td>
<td>User6</td>
<td>Operator1</td>
</tr>
<tr>
<td>Rule.7</td>
<td>User7</td>
<td>Operator2</td>
</tr>
<tr>
<td>Rule.8</td>
<td>User8</td>
<td>Operator3</td>
</tr>
<tr>
<td>Rule.9</td>
<td>User9</td>
<td>Administrator</td>
</tr>
<tr>
<td>Rule.10</td>
<td>User10</td>
<td>Auditor</td>
</tr>
<tr>
<td>Rule.11</td>
<td>User11</td>
<td>Operator1</td>
</tr>
<tr>
<td>Rule.12</td>
<td>User12</td>
<td>Operator2</td>
</tr>
<tr>
<td>Rule.13</td>
<td>User13</td>
<td>Operator3</td>
</tr>
<tr>
<td>Rule.14</td>
<td>User14</td>
<td>Administrator</td>
</tr>
<tr>
<td>Rule.15</td>
<td>User15</td>
<td>Auditor</td>
</tr>
<tr>
<td>Rule.16</td>
<td>User16</td>
<td>Operator1</td>
</tr>
<tr>
<td>Rule.17</td>
<td>User17</td>
<td>Operator2</td>
</tr>
<tr>
<td>Rule.18</td>
<td>User18</td>
<td>Operator3</td>
</tr>
<tr>
<td>Rule.19</td>
<td>User19</td>
<td>Administrator</td>
</tr>
<tr>
<td>Rule.20</td>
<td>User20</td>
<td>Auditor</td>
</tr>
</tbody>
</table>
ภาคผนวก ข

ตัวอย่างการกำหนดสิทธิเข้าใช้งานแบบ Rule-Based

<table>
<thead>
<tr>
<th>Rule</th>
<th>Role</th>
<th>Privilege</th>
<th>ConstraintType</th>
<th>ConstraintValue</th>
</tr>
</thead>
<tbody>
<tr>
<td>Rule.1</td>
<td>Operator1</td>
<td>Inquiry</td>
<td>location</td>
<td>192.168.71.1</td>
</tr>
<tr>
<td>Rule.2</td>
<td>Operator1</td>
<td>Inquiry</td>
<td>time</td>
<td>0600 - 1400</td>
</tr>
<tr>
<td>Rule.3</td>
<td>Operator1</td>
<td>Settlement</td>
<td>location</td>
<td>192.168.71.1</td>
</tr>
<tr>
<td>Rule.4</td>
<td>Operator1</td>
<td>Settlement</td>
<td>time</td>
<td>0600 - 1400</td>
</tr>
<tr>
<td>Rule.5</td>
<td>Operator1</td>
<td>Settlement</td>
<td>event</td>
<td>amount &lt; 1000000</td>
</tr>
<tr>
<td>Rule.6</td>
<td>Operator2</td>
<td>Inquiry</td>
<td>location</td>
<td>192.168.71.1</td>
</tr>
<tr>
<td>Rule.7</td>
<td>Operator2</td>
<td>Inquiry</td>
<td>time</td>
<td>0900 - 1700</td>
</tr>
<tr>
<td>Rule.8</td>
<td>Operator2</td>
<td>Settlement</td>
<td>location</td>
<td>192.168.71.1</td>
</tr>
<tr>
<td>Rule.9</td>
<td>Operator2</td>
<td>Settlement</td>
<td>time</td>
<td>0900 - 1700</td>
</tr>
<tr>
<td>Rule.10</td>
<td>Operator2</td>
<td>Settlement</td>
<td>event</td>
<td>amount &lt; 1000000</td>
</tr>
<tr>
<td>Rule.11</td>
<td>Operator3</td>
<td>Inquiry</td>
<td>location</td>
<td>192.168.71.1</td>
</tr>
<tr>
<td>Rule.12</td>
<td>Operator3</td>
<td>Inquiry</td>
<td>time</td>
<td>1100 - 1900</td>
</tr>
<tr>
<td>Rule.13</td>
<td>Operator3</td>
<td>Settlement</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Rule Number</td>
<td>Role</td>
<td>Privilege</td>
<td>Constraint Type</td>
<td>Constraint Value</td>
</tr>
<tr>
<td>------------</td>
<td>---------------</td>
<td>-------------------------</td>
<td>-----------------</td>
<td>-----------------</td>
</tr>
<tr>
<td>13</td>
<td>Operator3</td>
<td>Settlement</td>
<td>location</td>
<td>192.168.71.1</td>
</tr>
<tr>
<td>14</td>
<td>Operator3</td>
<td>Settlement</td>
<td>time</td>
<td>1100 - 1900</td>
</tr>
<tr>
<td>14</td>
<td>Operator3</td>
<td>Settlement</td>
<td>event</td>
<td>amount &lt; 1000000</td>
</tr>
<tr>
<td>15</td>
<td>Administrator</td>
<td>ApproveTransaction</td>
<td>time</td>
<td>0600 - 1900</td>
</tr>
<tr>
<td>15</td>
<td>Administrator</td>
<td>ApproveTransaction</td>
<td>event</td>
<td>amount &lt; 1000000</td>
</tr>
<tr>
<td>16</td>
<td>Administrator</td>
<td>ApproveTransaction</td>
<td>time</td>
<td>0600 - 1900</td>
</tr>
<tr>
<td>17</td>
<td>Administrator</td>
<td>ApproveTransaction</td>
<td>time</td>
<td>0600 - 1900</td>
</tr>
<tr>
<td>18</td>
<td>Administrator</td>
<td>RejectTransaction</td>
<td>time</td>
<td>0600 - 1900</td>
</tr>
<tr>
<td>19</td>
<td>Administrator</td>
<td>ViewLog</td>
<td>time</td>
<td>0600 - 1900</td>
</tr>
<tr>
<td>20</td>
<td>Auditor</td>
<td>ViewAuditLog</td>
<td>location</td>
<td>192.168.71.2</td>
</tr>
</tbody>
</table>
ภาคผนวก C

ตัวอย่างการกำหนดความสัมพันธ์ระหว่างชื่อผู้ใช้และบทบาทแบบ XML

```xml
<Policy>
  <Rule id="1">
    <User>user1</User>
    <Role>Registration Authority Operator1</Role>
  </Rule>
  <Rule id="2">
    <User>user2</User>
    <Role>Registration Authority Operator2</Role>
  </Rule>
  <Rule id="3">
    <User>user3</User>
    <Role>Key Recovery Operator</Role>
  </Rule>
  <Rule id="4">
    <User>user4</User>
    <Role>Registration and Recovery Operator</Role>
  </Rule>
  <Rule id="5">
    <User>user5</User>
    <Role>Registration Authority Operator1</Role>
  </Rule>
  <Rule id="6">
    <User>user6</User>
    <Role>Registration Authority Operator2</Role>
  </Rule>
</Policy>
```
<Rule id="7">
  <User>user7</User>
  <Role>Key Recovery Operator</Role>
</Rule>

<Rule id="8">
  <User>user8</User>
  <Role>Registration and Recovery Operator</Role>
</Rule>

<Rule id="9">
  <User>user9</User>
  <Role>Registration Authority Operator1</Role>
</Rule>

<Rule id="10">
  <User>user10</User>
  <Role>Registration Authority Operator2</Role>
</Rule>

<Rule id="11">
  <User>user11</User>
  <Role>Key Recovery Operator</Role>
</Rule>

<Rule id="12">
  <User>user12</User>
  <Role>Registration and Recovery Operator</Role>
</Rule>

<Rule id="13">
  <User>user13</User>
  <Role>Registration Authority Operator1</Role>
</Rule>
<Rule id="14">
    <User>user14</User>
    <Role>Registration Authority Operator2</Role>
</Rule>

<Rule id="15">
    <User>user15</User>
    <Role>Key Recovery Operator</Role>
</Rule>

<Rule id="16">
    <User>user16</User>
    <Role>Registration and Recovery Operator</Role>
</Rule>

<Rule id="17">
    <User>user17</User>
    <Role>Registration Authority Operator1</Role>
</Rule>

<Rule id="18">
    <User>user18</User>
    <Role>Registration Authority Operator2</Role>
</Rule>

<Rule id="19">
    <User>user19</User>
    <Role>Key Recovery Operator</Role>
</Rule>

<Rule id="20">
    <User>user20</User>
    <Role>Registration and Recovery Operator</Role>
</Rule>

</Policy>
ภาคผนวก ง
ตัวอย่างการกำหนดสิทธิเข้าใช้งานแบบ XML

```xml
<Policy>
  <Rule id="1">
    <Role>Registration Authority Operator1</Role>
    <Privilege>Issue</Privilege>
    <ConstraintType>location</ConstraintType>
    <ConstraintValue>192.168.71.1</ConstraintValue>
  </Rule>
  <Rule id="2">
    <Role>Registration Authority Operator1</Role>
    <Privilege>Issue</Privilege>
    <ConstraintType>time</ConstraintType>
    <ConstraintValue>0800 - 1700</ConstraintValue>
  </Rule>
  <Rule id="3">
    <Role>Registration Authority Operator1</Role>
    <Privilege>Suspend</Privilege>
    <ConstraintType>location</ConstraintType>
    <ConstraintValue>192.168.71.1</ConstraintValue>
  </Rule>
  <Rule id="4">
    <Role>Registration Authority Operator1</Role>
    <Privilege>Unsuspend</Privilege>
    <ConstraintType>location</ConstraintType>
    <ConstraintValue>192.168.71.1</ConstraintValue>
  </Rule>
</Policy>
```
<Rule id="5">
    <Role>Registration Authority Operator1</Role>
    <Privilege>Unsuspend</Privilege>
    <ConstraintType>time</ConstraintType>
    <ConstraintValue>0800 - 1700</ConstraintValue>
</Rule>

<Rule id="6">
    <Role>Registration Authority Operator1</Role>
    <Privilege>Revoke</Privilege>
    <ConstraintType>location</ConstraintType>
    <ConstraintValue>192.168.71.1</ConstraintValue>
</Rule>

<Rule id="7">
    <Role>Registration Authority Operator2</Role>
    <Privilege>Issue</Privilege>
    <ConstraintType>location</ConstraintType>
    <ConstraintValue>192.168.71.2</ConstraintValue>
</Rule>

<Rule id="8">
    <Role>Registration Authority Operator2</Role>
    <Privilege>Issue</Privilege>
    <ConstraintType>time</ConstraintType>
    <ConstraintValue>1100 – 2000</ConstraintValue>
</Rule>

<Rule id="9">
    <Role>Registration Authority Operator2</Role>
    <Privilege>Suspend</Privilege>
    <ConstraintType>location</ConstraintType>
    <ConstraintValue>192.168.71.2</ConstraintValue>
</Rule>
<Rule id="10">
  <Role>Registration Authority Operator2</Role>
  <Privilege>Unsuspend</Privilege>
  <ConstraintType>location</ConstraintType>
  <ConstraintValue>192.168.71.2</ConstraintValue>
</Rule>

<Rule id="11">
  <Role>Registration Authority Operator2</Role>
  <Privilege>Unsuspend</Privilege>
  <ConstraintType>time</ConstraintType>
  <ConstraintValue>1100 – 2000</ConstraintValue>
</Rule>

<Rule id="12">
  <Role>Registration Authority Operator2</Role>
  <Privilege>Revoke</Privilege>
  <ConstraintType>location</ConstraintType>
  <ConstraintValue>192.168.71.2</ConstraintValue>
</Rule>

<Rule id="13">
  <Role>Key Recovery Operator</Role>
  <Privilege>Recovery</Privilege>
  <ConstraintType>time</ConstraintType>
  <ConstraintValue>0800 – 2000</ConstraintValue>
</Rule>

<Rule id="14">
  <Role>Key Recovery Operator</Role>
  <Privilege>Recovery</Privilege>
  <ConstraintType>event</ConstraintType>
</Rule>
<ConstraintValue>amount_cert less-than 5</ConstraintValue>
</Rule>

<Rule id="15">
  <Role>Registration and Recovery Operator</Role>
  <Privilege>Issue</Privilege>
  <ConstraintType>time</ConstraintType>
  <ConstraintValue>0800 – 2000</ConstraintValue>
</Rule>

<Rule id="16">
  <Role>Registration and Recovery Operator</Role>
  <Privilege>Suspend</Privilege>
  <ConstraintType>time</ConstraintType>
  <ConstraintValue>0800 – 2000</ConstraintValue>
</Rule>

<Rule id="17">
  <Role>Registration and Recovery Operator</Role>
  <Privilege>Unsuspend</Privilege>
  <ConstraintType>time</ConstraintType>
  <ConstraintValue>0800 – 2000</ConstraintValue>
</Rule>

<Rule id="18">
  <Role>Registration and Recovery Operator</Role>
  <Privilege>Revoke</Privilege>
  <ConstraintType>time</ConstraintType>
  <ConstraintValue>0800 – 2000</ConstraintValue>
</Rule>

<Rule id="19">
  <Role>Registration and Recovery Operator</Role>
  <Privilege>Recovery</Privilege>
</Rule>
<Rule id="20">
  <Role>Registration and Recovery Operator</Role>
  <Privilege>Recovery</Privilege>
  <ConstraintType>event</ConstraintType>
  <ConstraintValue>amount_cert less-than 10</ConstraintValue>
</Rule>
</Policy>
<table>
<thead>
<tr>
<th>ชื่อ</th>
<th>นาย ปิยวิทย์ มั่นพันธ์พาณิชย์</th>
</tr>
</thead>
<tbody>
<tr>
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</tr>
<tr>
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</tr>
<tr>
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<tr>
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</tr>
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</table>